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Discussion

The 4 solutions in TR 23.773 are all similar in the sense that they all minimize network signalling by introducing a Group ID on an interface so that a network node can be configured on a group basis or an event can be reported on a group basis.  
Concluding Key Issue #1 Supporting Group Identifier Management
Solution 1 and solution 3 deal with key Issue #1 how network nodes learn what UE’s are part of a group. The differences between solutions largely depend on how the core network nodes are configured with group information.  
· Solution 1 uses the existing internal group identifier (Section 19.9 of TS 23.003) to identify if a UE subscription belongs to a group. A new message between the SCEF and HSS is used to update a UE’s subscription with the group identifier. Once the UE’s subscription is updated, any node with access to the subscriber’s information will know that the UE in the group. Solution 1 also offers an option where the HSS can update a group of UE’s subscription information in the MME/SGSN with a single message.
· Solution 3 assumes that the SCS/AS will have a connection to the O&M system that will allow it to configure what UE’s belong to a group. O&M procedures would then be used to configure all network nodes with group information.
Solution 1 uses an existing internal group identifier and only requires a new message between the SCEF and HSS.  Solution 3 requires that the SCS/AS have a connection to the O&M system that is out of scope for 3GPP. It is proposed that Solution 1 adopted as the solution for Key Issue #1.
Concluding Key Issue #2 Group-based Monitoring Event Configuration/Deletion via HSS and Monitoring Event Reporting Procedures
Solution 2 and Alternative 3 within Solution 3 fully deal with monitoring a group of UE’s via the HSS and MME.  Both solutions are similar in how they configure and report monitoring events for a group. In order to minimize signalling, both solutions allow for reports to be accumulated. Solution 2 clarifies how a guard time may be used to accumulate reports. Alternative 3 - Solution 3 does not describe how reports should be accumulated. It is proposed that Solution 2 adopted as the solution for Key Issue #2.
Concluding Key Issue #3 Group-based Monitoring Event Configuration via PCRF and Monitoring Event Reporting procedures
Alternative 2 and 3 within Solution 3 deal with monitoring a group of UE’s via the PCRF. However, the Alternative 2 and 3 within Solution 3 assumes the use of O&M procedures that are outside of 3GPP’s scope to configure and modify the group. It is proposed that the PCRF based event configuration and reporting aspects of Alternative 2 and 3 within the Solution 3 be adopted as the solution for Key Issue #3. Group Identifiers will be managed as described in Solution 1.
Concluding Key Issue #4 Group-based Communication pattern Parameters Provisioning Procedure
Only Solution 4 deals with configuring a group’s communication pattern. The solution minimizes signalling on the SCEF - HSS and HSS-MME/SGSN interfaces. It is proposed that Solution 4 be adopted as the solution for Key Issue #4.
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Conclusions

Key Issue #1 “Supporting Group Identifier Management”, it is recommended that the solution of clause 6.1 is adopted as the basis for any normative work.
Key Issue #2 “Group-based Monitoring Event Configuration/Deletion via HSS and Monitoring Event Reporting Procedures”, it is recommended that the solution of clause 6.2 is adopted as the basis for any normative work.

Key Issue #3 “Group-based Monitoring Event Configuration via PCRF and Monitoring Event Reporting procedures”, it is recommended that the portion of Alternative 2 and 3 that deal with configuring monitoring reporting events from the PCRF be adopted for normative work.

Key Issue #4 “Group-based Communication pattern Parameters Provisioning Procedure”, it is recommended that the solution of clause 6.4 is adopted as the basis for any normative work.
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